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1
Decision/action requested

This contribution provides a pCR to Annex E.2.1.4 “Creating an anchor key through primary authentication”
2
Rationale
Nokia believes that it is essential in 5G phase 1 to establish an anchor key resulting from authentication that can be used for deriving keys specific to 3GPP access and non-3GPP access. It is difficult to see how the requirement of an access-agnostic authentication framework could be fulfilled otherwise. 

3
Detailed proposal

******************START OF pCR**********************
E.2.1.4 
Creating an anchor key through primary authentication

E.2.1.4.1 
Description of Question

Question: Shall all methods in the authentication framework used for primary authentication be able to create a unified anchor key that can be used by the UE and the serving network to protect the subsequent communication? Is this anchor key unique to each access or common for all accesses? 

NOTE: This question does not affect secondary authentication. The latter may or may not use methods with key establishment.

E.2.1.4.2 
Interim Agreement

Primary authentication shall create a unified anchor key that can be used by the UE and the serving network to protect the subsequent communication. This anchor key is common for all accesses.
NOTE: When a UE uses 3GPP access to a visited network and non-3GPP access to the home network then there will be two anchor keys, and the home network will be the serving network for the latter case. 
*****************END OF pCR**********************
